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PRIVACY NOTICE FOR EMERSON'S CAREER PORTAL 

This notice (“Notice”) will provide you with information on our data processing activities with respect to 
certain personal data ("Personal Data") about you when accessing and using the Emerson Recruiting System 
(“the Portal”) to (i) create an account in the Portal inter alia used to store your application data and/or (ii) 
to apply for a specific job offering of an entity belonging to the Emerson Group (“Emerson” or “We”) - a list 
of the Emerson entities can be found here, while the relevant entity is indicated within a specific job 
offering. This Notice applies to applications submitted via Emerson's careers website, including via third 
party systems, third parties, such as recruitment agencies, job boards and other means, such as by post and 
email. If you are a resident of a country with privacy legislation please click here to review the notice 
applicable to you that considers the rights and obligations set forth under applicable privacy legislation. If 
you are a California resident, please click here to review the privacy notice applicable to you. 

 

SUMMARY OF DATA PROCESSING NOTICE FOR EMERSON'S CAREER PORTAL 
 

Scope of applicability 
This Summary Notice applies to you if you want to use Emerson's career Portal. 

 

Processing of your Personal Data and processing purposes 
We process certain individually identifiable information about you when you access and use the Portal such 
as: your name, contact details, account settings, education details, etc. For the following purposes: creation 
of account and profile, managing of applications, etc. For more details see I. of the Full Notice. 

 

Cookies and similar tools  
We may use cookies or similar technologies. For more details see II. of the Full Notice. 

 
Recipients of your data 
We may transfer your Personal Data to other Emerson group entities and third parties such as governmental 
agencies and regulators (e.g., tax authorities), social insurance carriers, courts, and government authorities, 
all in accordance with applicable law. For more details see III. of the Full Notice. 

 
Managing your account 
You have different options to manage your account. For more details see IV. of the Full Notice. 

 

Retention periods for and deletion of your Personal Data 
Your Personal Data will be deleted once it is no longer needed for the purposes motivating their original 
collection or as required by applicable law. For more details see V. of the Full Notice. 

 

Your statutory rights 
As set forth by applicable law, you may have a number of rights with regard to the processing or your 
Personal Data, each as per the conditions defined in applicable law, such as the right to access, correct, or 
delete your Personal Data. In case you are a resident of a country with applicable privacy legislation, you 
may have a number of rights with regard to the Processing of your Personal Data, each as per the conditions 
defined in applicable law, such as the right to get access to your data, to get them corrected, erased or 
handed over. If you are a California resident, please click here to review your statutory rights. Please refer 
any of your questions to data.protection@emerson.com. For more details see VI. of the Full Notice. 

 

Changes 
Both this summary and the detailed privacy notice are subject to change. You will be notified adequately 
of any such changes. 

 
How to contact us 
If you wish to exercise your data subject rights or if you have any other questions concerning this Notice, 
please address your request to data.privacy@emerson.com. 

chrome-extension://efaidnbmnnnibpcajpcglclefindmkaj/https:/www.emerson.com/documents/corporate/legal-entities-20231011-en-9759610.pdf
mailto:data.protection@emerson.com.
mailto:data.privacy@emerson.com.
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Full Notice 

 

I. Your Personal Data and processing purposes 
 

1. General 
 

We will process certain individually identifiable information about you when you access and use the Portal 
that you provide us with when creating an account, setting up a profile and/or applying for a job on the 
Portal (“Personal Data”) including such Personal Data received from you or authorized third parties (e.g., 
approved recruitment agencies which you authorized to submit your Personal Data to us). In addition to 
Personal Data collected via the Portal we may collect further Personal Data about you to the extent 
permitted or required under applicable law, for purposes connected with your profile on the Portal or a 
specific application for a job (e.g., in connection with job interviews we conduct with you). We collect such 
Personal Data in order to enable you to create an account, set up a profile and/or apply for a job on the 
Portal as well as to inform you about new job posting notifications and send information about career 
opportunities. 

 
2. Creation of account and profile 

 

When you create an account on the Portal we collect the following Personal Data from you in order to be 
able to create your account: 

• Email address, password, first name, last name, country of residence; 

• Account settings regarding accessibility (recipients) of your profile, your willingness to receive 
new job posting notifications and information about career opportunities. 

 

Furthermore, each time you use your account we store date and time of your login in order to allow you to 
verify when you were last logged into your account (see IV. below). 

 
When you create a profile on the Portal we collect the following Personal Data from you in order to be able 
to populate your profile accordingly and store the corresponding Personal Data for you: 

 

• Mandatory information may include but is not limited to: First name, last name, email, primary 
phone, address, city, country, state/province/region, travel preference, highest education level, 
region for school of study, country of school for study, name of school for study, employment visa 
sponsorship needed, resume. 

 

In both cases (creation of account and profile) the following additional Personal Data are automatically 
collected in order to improve your experience on the Portal as explained in more detail in the Recruiting 
Cookie Notice, which can be found here. 

 

• IP address and information regarding your use of the Portal. 
 

You may use Personal Data about you stored at third parties in order to create a profile on the Portal, such 
as from LinkedIn, Xing and Facebook. With respect to the handling of your Personal Data by such third 
parties in this context please refer to the privacy policies of such third parties. 

 
Once registered on the Portal you may provide within and/or upload further information about you into 
your profile, such as your resume, a cover letter, attachments (both general attachments and application 
specific attachments) as well as further profile information (how did you hear about this position, detail of 
source, whether one of our recruiters may contact you on job offerings that may be of interest for you), 
information on your work experience and education as well as professional certifications, language skills, 
geographic mobility. 

https://www.emerson.com/en-us/cookie-notice
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3. Application 
 

You also have the possibility to apply solely for a specific job opportunity on the Portal. You may in such 
case - in addition to the information described under Section I.2. - submit further job specific information 
such as whether you are authorized to work in the country of the job for which you are applying and other 
information. We will use the Personal Data described herein and under Section I.2. only for the purpose of 
the application process, which includes, as the case may be, reviewing your application and conducting job 
interviews via phone and/or in person. 

 
4. Surveys 

 

We may from time to time conduct surveys to improve our process. In cases permitted by law or based on 
your specific consent we may ask you to participate in such surveys every once in a while. These surveys 
will either be conducted by Emerson or by a specialized external processor on behalf of Emerson. For this 
purpose, any external processor will only get your Personal Data as required to conduct the survey and, in 
any case, solely to the extent permitted by law or based on your consent. The participation in such a survey 
is voluntary and not participating in such a survey will have no negative impact on any current or future 
applications submitted by you. 

 
5. Communicating with us via the Portal and receiving new job posting notifications and 

information about career opportunities 
 

You may communicate with us via the Portal (e.g., by asking questions regarding an application or about a 
position or your profile on the Portal). In this context, we will process your Personal Data (including such 
that you disclose to us in connection with such a query) to the extent required to respond to your query. 
We will not use such information for another purpose. The processing is insofar necessary in order to take 
steps at the request of you prior to potentially entering into a contract. 

 
Based on preferences you indicated in your account settings you made when creating your account within 
the Portal or at a later stage within the preference section of your profile we shall send you new job posting 
notifications and/or information about career opportunities. You may revoke your consent by changing 
your account settings in a way as not to receive new job posting notifications and/or information about 
career opportunities. 

 
6. Further use of your Personal Data 

 

In addition to Sections I.1. to I.5. above, your Personal Data may also be processed where Emerson 
reasonably considers it necessary for complying with legal or regulatory obligations, or for legitimate 
interests, such as establishing, exercising, or defending legal rights of members of the Emerson group. Your 
Personal Data will also be processed in the operation and management of Emerson group IT systems being 
hosted either internally or externally. 
 
The provision of Personal Data is necessary for the conclusion and/or performance of a contract with you. 
The provision of Personal Data is voluntary. However, if you do not provide Personal Data, the affected 
application processes or provision of the Portal might be delayed or impossible. 

 
II. Cookies and similar tools 

 

We may use cookies or similar technologies on the Portal as explained in more Detail in the Recruiting 
Cookie Notice, which can be found here. 

https://www.emerson.com/en-de/cookie-notice
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III. Recipients 
 

The following recipients or categories of recipients will receive access to some of your Personal Data. 
 

1. Emerson's group wide Portal 
 

We transfer your Personal Data to other Emerson group entities as permitted under applicable data privacy 
law for the legitimate interests of Emerson to administer applications and candidate information at a group 
wide level and enable candidates to manage their own Personal Data in some cases. A list of the Emerson 
entities can be found here. 

 

Only authorized employees with a need to know have access to your Personal Data; this includes sharing of 
your Personal Data on a "need-to-know" basis between our employees in the recruiting department. 
Certain executives, managers, and employees at other companies of the Emerson Group may also have 
access to certain Personal Data, however, on a “need-to-know” basis if there are legitimate business 
purposes (e.g., enabling employees in our shared service centers to arrange an interview or as required 
during an application process). 

 
2. Third Parties 

 

We may also transfer your Personal Data to governmental agencies and regulators (e.g., tax authorities), 
social insurance carriers, courts, and government authorities, all in accordance with applicable law and to 
external advisors acting as controllers (e.g., lawyers, accountants, auditors etc.). 

 
3. Service Providers 

 

Emerson contracts with third party service providers or other Emerson group companies as part of its 
normal business operations to carry out certain human resources-related or IT-related tasks. When required 
by local law to process Sensitive Employee Data, this information will only be transferred outside of your 
country if permitted by applicable law. 

 
4. Cross-Border Data Transfer Generally 

 

We may transfer your Personal Data outside of the country you are located to other Emerson group 
companies, a list of which can be found here. 

 

chrome-extension://efaidnbmnnnibpcajpcglclefindmkaj/https:/www.emerson.com/documents/corporate/legal-entities-20231011-en-9759610.pdf
chrome-extension://efaidnbmnnnibpcajpcglclefindmkaj/https:/www.emerson.com/documents/corporate/legal-entities-20231011-en-9759610.pdf
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IV. Managing your account 
 

You have a variety of options to manage the kind and volume of data we store about you. 
 

1. You can delete your entire account at any time. 
2. You can delete all or selected information in your profile. 
3. You can withdraw an application. 

 

All three options will lead to the deletion of the personal data as described above, except to the extent we 
are required by law to keep the respective data. 

 
 

V. Retention periods for and deletion of your Personal Data 
 

Data collected for the purposes hereunder will be retained only as long as necessary in connection with (i) 
a specific application and/or (ii) your registration on the Portal, in accordance with Emerson’s Record 
Retention Policy or as required by applicable law (e.g., the compliance of Emerson's tax or corporate 
obligations regarding data retention as established in applicable law). In the event of a legal dispute 
between you and Emerson, the Data will be retained for the purpose of appropriately resolving the dispute 
until such time as the legal dispute is resolved with final effect. 

 
We shall delete your account if you have not logged into your account for more than five years.  At any 
point you may request to delete your account earlier as described in Section VI. 

 

 
VI. Your statutory rights 

 

Under the conditions set out under applicable law the following rights shall apply: 
 

1. Right of access: You have the right to obtain from us confirmation as to whether or not Personal 
Data concerning you is being processed, and, where that is the case, to request access to the 
Personal Data. The access information includes – inter alia – the purposes of the processing, the 
categories of Personal Data concerned, and the recipients or categories of recipients to whom the 
Personal Data have been or will be disclosed. You have the right to obtain a copy of the Personal 
Data undergoing processing. For additional copies requested by you, we may charge a reasonable 
fee based on administrative costs. 

2. Right to rectification: You have the right to obtain from us the rectification of inaccurate Personal 
Data concerning you. Depending on the purposes of the processing, you have the right to have 
incomplete Personal Data completed, including by means of providing a supplementary statement. 

3. Right to erasure (right to be forgotten): You have the right to ask us to erase your Personal Data. 
4. Right to restriction of processing: You have the right to request the restriction of processing your 

Personal Data. In this case, the respective data will be marked and may only be processed by us for 
certain purposes. 

5. Right to data portability: You have the right to receive the Personal Data concerning you which you 
have provided to us in a structured, commonly used and machine-readable format and you have the 
right to transmit those Personal Data to another entity without hindrance from us. 
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6. Right to object: 
 

 

Please note that the aforementioned rights might be limited under the applicable data protection law. 
 

If you wish to exercise your data subject rights please address your request to data.privacy@emerson.com. 
 

In case of complaints, you also have the right to lodge a complaint with the competent supervisory 
authority, in particular in the location of your habitual residence or alleged infringement of the applicable 
law. 

 
VII. CALIFORNIA RESIDENTS 

 
Under the California Consumer Privacy Act ("CCPA") and the California Privacy Rights Act ("CPRA") (collectively, 
"California Privacy Law"), Emerson is required to provide a privacy notice in a specified format. If you are a 
California resident, please read this Section VII. below for the privacy notice applicable to you. 
 

California Personal Information. Emerson may collect certain categories of information about you that is 
"Personal Information" in California ("Recruitment Information"), including: 

  

• Identifiers, including name, address, phone number, email address, internet protocol (IP) address, 
social security number, driver's license number, passport number, or other similar identifiers; 

• Characteristics of protected classes, including racial or ethnic origin, gender, citizenship, disability 
information (if provided voluntarily), veteran or military status (if provided voluntarily), religious or 
philosophical beliefs, sexual orientation (if provided voluntarily), and employment visa sponsorship 
requirements; 

• Professional or employment-related information, including employment status, organization 
information, employment background, functional experience, leadership experience, background 
information commonly used for security screenings, qualifications, career interest and development 
information; 

• Educational information, including, in addition to identifiers and other data mentioned, education, 
training, degrees, and professional certifications; and 

• Inferences drawn from the information collected, including those related to abilities and performance. 

 

Certain Recruitment Information that Emerson collects about you may be considered sensitive personal 
information within the meaning of the California Privacy Law, including: social security number (for background 
check purposes); driver's license number and passport number (for background check purposes); and racial or 
ethnic origin, religious or philosophical beliefs, union membership, and information about sex life or sexual 
orientation (for inclusion, diversity, and related purposes).  
 

You have the right to object, on grounds relating to your particular situation, at any time to the 
processing of your Personal Data by us and we can be required to no longer process your 
Personal Data. If you have a right to object and you exercise this right, your Personal Data will 
no longer be processed for such purposes by us. Exercising this right will not incur any costs. 
Such a right to object may not exist, in particular, if the processing of your Personal Data is 
necessary to take steps prior to entering into a contract or to perform a contract already 
concluded. 

mailto:data.privacy@emerson.com


7 

 
 

Last Revised April 23, 2024 

 

 

INTERNAL - NI CONFIDENTIAL 

 

Sources. Emerson generally sources Recruitment Information either (a) directly from you (for instance when 
you provide information as part of your application or during the recruitment process) or (b) from third parties 
(such as recruitment agencies and background checking firms). Emerson will indicate whether the information 
requested is mandatory or optional. If you fail to provide mandatory information, in some circumstances this 
may mean Emerson is unable to process your application. 

 

Purposes of use. We use Recruitment Information for business purposes, including: 

 

• Supporting and Processing your Application, for example, so Emerson can assess your ability to meet 
the job specification, in order to shortlist applicants and to verify references and professional 
qualifications provided by applicants. 

• Improving Emerson's Application Process, for example, to ensure that the careers website is user-
friendly and contains appropriate and helpful information. 

• Security Management, for example, to ensure the security of Emerson's premises, assets, information, 
employees, and other personnel. 

• Legal and Regulatory Compliance, such as compliance with health & safety requirements and other 
legal or fiscal obligations, or in connection with litigation or an internal investigation or audit, as well 
as equal opportunities monitoring. 

 
Disclosures of Recruitment Information. We may disclose the categories of Recruitment Information described 
above for the business purposes described above to: 

• Third party service providers to conduct and manage the recruitment process and to perform data 
processing activities on our behalf, and subject to appropriate privacy and security obligations. 

• Government and other authorities as required by law; and/or 

• Others to the extent necessary to comply with applicable law and/or as otherwise permitted under 
California Privacy Law. 

 

We do not disclose Recruitment Information for commercial purposes, such as marketing. We do not engage in 
the sale or sharing of Recruitment Information as those terms are defined under California Privacy Law. We do 
not use or disclose Recruitment Information that is sensitive personal information except as necessary to 
support and process your application, to comply with law and regulation, and otherwise as permitted by 
California Privacy Law.  

 

Retention of Recruitment Information. Emerson retains your Recruitment Information for as long as needed 
or permitted in light of the purpose(s) for which it was obtained. Recruitment Information collected for the 
purposes hereunder will be stored only as long as necessary for (i) a specific application and/or (ii) your 
registration on the Portal, as well as during a transition period (e.g., the compliance of Emerson's obligations 
regarding data retention as established in the applicable laws or as long as retaining the data is permitted by 
applicable law). We shall delete your account if you have not logged into your account for more than five years. 
When establishing retention duration for retention categories, Emerson takes into consideration various 
criteria, including tax and legal requirements for the retention of records, issues related to the exercise or 
defense of legal claims, and legitimate business needs.   
 

Your Recruitment Information will not be kept in a form that allows you to be identified for any longer than is 
reasonably considered necessary by Emerson for achieving the purposes for which it was collected or processed 
or as it is established in the applicable laws related to data retention periods or as permitted by applicable laws. 

 

Security. The security and confidentiality of your Recruitment Information matters to us. That’s why we have 

technical, administrative, and physical controls in place to protect your Recruitment Information from 
unauthorized access, use, and disclosure. Our service providers must also protect your Recruitment Information 
and use it only to meet our business needs. We also take steps to protect our systems from unauthorized access, 
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and we comply with all laws that apply to us, including California Privacy Law. However, no method of 
transmission over the Internet, or method of electronic storage, is 100% secure. Therefore, while we strive to 
use commercially reasonable means to protect the Retention Information we receive, we cannot guarantee its 
absolute security. Moreover, we are not responsible for the security of information you transmit to the Website 
over networks that we do not control, including the Internet and wireless networks. 
 
Your Rights. Subject to exceptions detailed in the California Privacy Law, as a California resident, you have the 
right to request: (i) deletion of your Recruitment Information; (ii) correction of inaccurate Recruitment 
Information; (iii) the right to know/ access the categories of Recruitment Information that we collect about you, 
including the specific pieces of such information; and (iv) the right to know the categories of Recruitment 
Information disclosed for business purposes. You can submit any such requests by clicking here. 
 
Exercising Your Rights. If you are a California resident and wish to request the exercise of these rights as 
detailed above or have questions regarding Recruitment Information collected or shared with third parties, 
please submit a request by calling us at 1-888-905-0846 or by clicking here. When submitting your request, 
please include the specific nature of your request, referencing "Your California Privacy Rights," as well as your 
first and last name, email address, and zip code or mailing address. Emerson may apply any exceptions or other 
conditions available under law when responding to correction, deletion, or other requests. Emerson will 
generally fulfill requests for access, correction, and deletion within 45 days of receiving a valid request. Emerson 
may extend the respond time by another 45 days by notifying the individual of the time extension.  
 
You also have the right not to receive discriminatory treatment for the exercise of the privacy rights conferred 
by the California Privacy Law. However, please note that if the exercise of the rights described above limits our 
ability to process your Recruitment Information (such as in the case of a deletion request), we may no longer 
be able to provide you our products or services or engage with you in the same manner. 
 
We do not engage in providing financial incentives for the disclosure of Recruitment Information. 
 
Authorized Agents. To the extent that you elect to designate an authorized agent to make a request on your 
behalf, they must provide appropriate documentation including written signed permission from you, proof  
of your identity, and verification of their identity; or a valid, designated power of attorney as defined under  
the California Probate Code. 
 

VIII. CHANGES 
This notice is subject to change. You will be notified adequately of substantial changes. 

https://go.comres.emerson.com/CCPA?_gl=1*a67c96*_ga*MTczNTI0MDYzNi4xNjE4MjQzMjc0*_ga_1MGRRDNV9H*MTY3MTQ2NjkzNy4yNy4xLjE2NzE0Njc1NDMuMC4wLjA.
https://go.comres.emerson.com/CCPA?_gl=1*a67c96*_ga*MTczNTI0MDYzNi4xNjE4MjQzMjc0*_ga_1MGRRDNV9H*MTY3MTQ2NjkzNy4yNy4xLjE2NzE0Njc1NDMuMC4wLjA.

